
Simon has been working with the Progress 4GL and the database for the last 18 years. 
Keeping up with the developments in the 4GL and the database has always been his 
passion.

Simon has been involved in CASE tools since his first introduction to the 4GL and 
worked on various other systems, including the Namibian Tax System, large ERP 
systems in Southern Africa and a number of smaller systems.

Progress Software South Africa used Simon at various times to present Progress 
training courses for version 9 and early version 10. He also presented sessions at 
three regional Progress conferences in South Africa.

He created Vidisolve in 2011 and started to focus much more actively on the 
modernisation efforts of his clients. He is currently also busy with his Masters degree 
in Information Technology at the University of Pretoria.
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The security token supplied by the OpenEdge ABL is the CLIENT-PRINCIPAL, a handle 
based, serializable object.
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1. Build in domains uses _User or the underlying Unix, Windows or Active Directory.
2. User Defined authentication systems extends the build it authentication system 

by providing for the configuration of standard ABL-based APIs that will be invoked 
to establish identity.

3. Application based authentication by-pass the OpenEdge Authentication system 
completely. This is totally self implemented, but the programmer can still create 
the CP and use it in the same way as if it was created by one of the previous 
processes. This is the simplest way of moving a legacy authentication system into 
the new space.

1. Note that it is normally extremely easy to create a User Defined 
implementation of OE Authentication that can replace the legacy login 
procedure.
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1. Nothing new here. 
1. Well, almost. User name may no longer contain the “@” symbol.
2. Can (still) be blank.

2. Enables use of multiple different authentication systems. 
1. Similar to a email domain – appears after “@” in the user name string.
2. Defined in the database.
3. Same system is used to authenticate all users in the domain.
4. Has a secret access code used to validate integrity of security tokens.
5. Can be disabled to prevent authentication of all users in the domain.

3. The good, old, traditional password. By the way – Google “frequent password 
changes decrease security” and also look for the articles 
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